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# 一、模块简介

PKCS#11是公钥加密标准（PKCS, Public-Key Cryptography Standards）中的一份子 ，由RSA实验室(RSA Laboratories)发布，它为加密令牌定义了一组平台无关的API。人行集采Uyee设备PKCS#11模块按照此标准的v2.20版本，配合人行集采Uyee设备完成各种密码运算，以及支持制章签章功能。

# 二、算法支持

## 操作系统支持

Windows：Win XP SP3及以上版本操作系统（32位和64位）；

## 非对称加密算法

RSA： 1024/2048位

SM2：国密标准，256位

## 对称加密算法

DES、3DES、SM1、SM4

## 哈希算法

MD5、SHA-1、SHA256、SHA512、SM3

## 电子签章

最多支持4个图章对象，单个图章大小无限制，但图章总大小不超过设备的剩余可用空间（建议不超过64k）。

。

# 三、安装使用

## 1.安装

人行集采项目PKCS#11无独立安装包，需要与设备服务程序安装包集成或单独复制到系统库目录。

## 2.卸载

与设备服务程序一并卸载或直接删除动态库。

## 3.使用

Windows平台PKCS#11动态库名称“UKEY\_CFCA\_CFCAKey.dll”，Linux系统PKCS#11动态库名称为“libUKEY\_CFCA\_CFCAKey.so”。动态库位于系统库目录，在Windows系统的路径为”C:\Windows\System32”及”C:\Windows\SysWow64”，在Linux下路径一般为”/lib”、”/lib64”、”/lib/x86\_64-gnu-linux”等目录。按照一般的动态链接库加载方式进行调用即可。

# 四、其他事项

参考《pkcs-11v2-20.pdf》